# 证书导入

需要在AAS的证书中导入指定SSL证书，可参考下列specj.keystore.jks示例。

导入前需要准备有specj.keystore.jks文件和安装有完整的JDK。

第一步：修改specj.keystore.jks密钥库的密码和密钥对的密码：

将specj.keystore.jks复制到JDK的bin目录下，执行以下命令

(1)keytool -storepasswd -keystore specj.keystore.jks(需修改口令的keystore) -storepass specjpass(原始密码) -new changeit(新密码)

(2)keytool -keypasswd -alias specjidentity(需要修改密码的别名) -keypass specjpass(原始密码) -new changeit(别名的新密码)  -keystore specj.keystore.jks -storepass changeit

(3)keytool -keypasswd -alias specjidentity2(需要修改密码的别名) -keypass specjpass(原始密码) -new changeit(别名的新密码)  -keystore specj.keystore.jks -storepass changeit

第二步：将密码统一之后，导入到中间件密钥库中(先把keystore.jks也放入JDK的bin目录下)：

(1)Keytool -importkeystore -srckeystore specj.keystore.jks -destkeystore keystore.jks -srcstorepass changeit -deststorepass changeit

第三步：将第二步执行后的keystore.jks拷贝至AAS安装目录对应位置，如${DOMAIN\_HOME}/mydomain/config

第四步：启动AAS，登录管控平台，将对应实例的证书昵称更改，如更改server的http-listener-2的证书，需要进入【配置】-【server-config】-【HTTP服务】-【HTTP监听程序】-【http-listener-2】中的“SSL”，将“证书昵称”改为specjidentity，即第一步设置的别名[specjidentity(需要修改密码的别名)]，保存。之后重启AAS。再次访问https://ip:6887时使用的证书是specj.keystore.jks